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FLYSEC System Architecture



FLYSEC Integrated Simulation



FLYSEC Highlights: Integrated Simulation



FLYSEC Highlights: Integrated Simulation



FLYSEC Web Portal Integration Simulation
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FLYSEC Highlights: C2 Portal



FLYSEC Highlights: Fusion & Risk Based Alerting



FLYSEC Highlights: TravelDoc - SmartQ



FLYSEC Highlights: Mobile App for Security personnel



FLYSEC Highlights: Mobile App for Passengers



FLYSEC Highlights: Front end technologies



FLYSEC Highlights: Front end technologies



FLYSEC Highlights: Field Test

Installations 
and FLYSEC 
System 
deployment 
at an 
international 
operational 
airport 
terminal. 

From the 
airport 
entrance…



FLYSEC Highlights: Field Test

…through Security, operated and staffed by actual LuxAirport
Security Personnel…



FLYSEC Highlights: Field Test

…to the Gates



• The risk classification service that assigns the passengers in the FLYSEC categories 
according to specific behavior indicators

• behavioral indicators 

• An enhanced situational awareness fusion service which correlates indicators and 
generate alerts to the admin portal for the passengers and specific airport areas 

• Support of notification messages – by taking into consideration user group and/or 
individuals, location/area type

• Routing

• Web admin portal (Command and Control)

• Used by the security personnel of the airport

• System administrators to manage and monitor all airport-related data

• Ability to send push notifications to all the other FLYSEC system users

• Security personnel with different access levels

FLYSEC Back End Intelligence…



..and Data Fusion…

Data 
Fusion



• When to access: Personal Data accessed 
only when necessary

• What to access: Only necessary data 
accessed

• Who? Data Access Plan as per GDPR

• Security up to Aviation standard and 
regulations
• Security up to the level of Risk –

Proportionate Security, Risk Based Security, 
a more ethical security

• Differentiation based on how you behave 
and act, non-discrimination

• Bias and Fairness Detection in Fusion 
Algorithms

..with Privacy and Ethics By Design



Thank you

Optimising processes

Smarter security

Ethical by design


